
 

Data privacy statement 

Effective date: April 2021 

The protection of personal data is very important to us. We observe the national and 

international guidelines regarding data protection, in particular, the General Data Protection 

Regulation (GDPR), and would like you to know when we save which items of data and how 

we use them. 

We reserve the right to modify our data protection provisions occasionally in order to ensure 

that they always comply with the current statutory requirements, or in order to implement 

changes in our services in the data privacy statement. We will let you know via email and/or a 

prominent notice on our Service, prior to the change becoming effective and update the 

“effective date” at the top of this Privacy Policy. You are advised to review this Privacy 

Policy periodically for any changes. Changes to this Privacy Policy are effective when they 

are posted on this page. 

1. Personal data 

Personal data means all information regarding personal and material circumstances related to 

a specific identified or identifiable natural person. This includes information such as name, 

address, telephone number and e-mail address, the kind of services used, as well as IP 

address, MAC address and user name. Information that cannot be directly associated with 

your actual identity, such as the length of time spent on the website or the number of users of 

the website, can likewise be data that can allow a person to be identified. 

We collect your personal data for various reasons, such as to process service requests, to 

communicate with you, to organise meetings. 

 2. Data collection and storage 

When you use our project submission portal (https://frisbi.eu/submit-a-proposal/), we require 

you to provide certain data, such as name, laboratory postal address, or e-mail address. We 

use these personal data exclusively for the purposes described in section 4 of this data privacy 

statement. Personal data is not passed on to third parties except when we are authorized or 

obligated to do so by law (e.g. for contractual or criminal law enforcement purposes) or when 

this is explicitly indicated in section 4 below. In this case, we follow the principle of data 

minimization. 

You have choices about the data we collect. When you are asked to provide personal data, 

you may decline. But if you choose not to provide data that is necessary to provide a service 

or feature, you may not be able to use that service or feature. 

 3. Data transfer 
Your personal data will only be transferred in those cases necessitated by law, for example, to 

government agencies and public authorities for law enforcement resulting from attacks on our 



 
network infrastructure. Data will not be passed on to third parties for other purposes unless 

they are explicitly stated in section 4 of this data privacy statement. 

 4. Data policy for the FRISBI services 

The personal data we collect and store depend on the resources, services and features you use. 

In general, we use the data to communicate with you, e.g. for answering general enquiries, 

sending service status updates, asking for feedback on user satisfaction, and informing about 

FRISBI activities. Data is also used for preparing benchmarking reports to e.g. monitor the 

numbers and affiliations of users, service types requested.  

We share your personal data within FRISBI nodes, as appropriate, for them to provide the 

resources and services of our distributed research infrastructure. The FRISBI nodes listed 

below have access to the data by inclusion in e-mail notifications and via our internal data 

portal. Project managers of FRISBI nodes will get in touch with users directly and they will 

also store part of the data in their local records. The FRISBI nodes that have access to data are 

listed https://frisbi.eu/centers/  

 5. Exercise of rights applying to affected persons 

As a user of this website, you have the right to revoke your consent to the use of your data at 

any time and to demand, at no cost, information regarding the scope, origin and receivers of 

your personal stored data, as well as the purpose of the storage. You can freely revoke the 

consent at any time. With an explicit request communicated to contact@frisbi.eu , you can 

furthermore exercise your rights to restriction, erasure object and correct your personal data. 

If you would like to have your personal data that we have stored corrected, or if you require a 

copy of certain personal information that have been passed on, or if you learn of inaccurate 

information, please also contact us. 

We are, however, obligated to verify your identity and further details before we can provide 

you with information or correct incorrect information. You have the right to lodge a complaint 

with a supervisory authority, if you consider that the processing of personal data to you 

infringes the GDPR. 

 

6. Contact 

Please feel free to contact us if you have any questions regarding this data protection 

statement: contact@frisbi.eu  

 

 

 

https://frisbi.eu/centers/
mailto:contact@frisbi.eu
mailto:contact@frisbi.eu

